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Self-custody for 
law enforcement

The trusted wallet solution for government
Porto enables public sector agencies to streamline global transactions and user 
onboarding. It maintains full transparency for all wallet operations and safeguards 
digital assets in fully segregated addresses across multiple blockchains. 

Porto by Anchorage Digital is an institutional self-custody wallet built with the security and technology Anchorage Digital is best 
known for, enabling full web3 access and seamless integration with the Anchorage Digital platform.  Porto has been approved 
by the US Department of Justice for installation on all authorized agency iOS devices.

Key use cases for law enforcement agencies

Industry-leading security without accessibility or usability tradeoffs

Our differentiated self-custody solution mitigates the risks of human error and attack vectors, and is 
backed by robust controls—all without compromising accessibility and speed.

No usernames, passwords, 
or pin codes to manage

Authenticate authorized 
users, not just devices

No seed phrases to safekeep

Eliminates reliance on other 
hardware or computers

Customizable multi-signature 
quorum policies (off-chain)

User profiles allow for 
secure transactions with 

transparent oversight

Custody of seized assets: Agencies preserve chain of custody by maintaining full control 
of seized assets with transparently managed, fully segregated on-chain wallets

● Granular access controls through customizable user permission levels and 
quorum policies 

● Account architecture that meets specific law enforcement requirements across 
Security, compliance, and review with auditable data from a single source of truth   

Management of operational assets: Agencies are fully equipped to execute digital asset 
transactions as part of their investigations 

● Ensure privacy and security with multi-signature protection that does not expose 
signatures on-chain

● Offensively deploy digital assets securely world wide

Global accessibility: Agencies can complete all wallet operations remotely, minimizing operational 
impact, maintaining officer safety, and reducing agency costs 

● Streamline user management by completing all onboarding and access operations remotely
● Securely manage the full transaction lifecycle—from initiation to review and final 

approval/rejection—anywhere and anytime
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Anchorage 
Digitalʼs HSMs

Multi-party 
computation Legacy cold storage Hot wallets

Mitigates risk 
of human error

Keys offline

Instant access

24/7 availability

Policy engine powered by 
FIPS 1402

Anchorage Digital is a global crypto platform that enables institutions to participate in digital assets through custody, staking, 
trading, governance, settlement, and the industryʼs leading security infrastructure. Home to Anchorage Digital Bank N.A., the 
first federally chartered crypto bank in the U.S., Anchorage Digital also serves institutions through Anchorage Digital 
Singapore, which is licensed by the Monetary Authority of Singapore; Anchorage Digital NY, which holds a BitLicense from 
the New York Department of Financial Services; and self-custody wallet Porto by Anchorage Digital. The company is funded 
by leading institutions including Andreessen Horowitz, GIC, Goldman Sachs, KKR, and Visa, with its Series D valuation over 
$3 billion. Founded in 2017 in San Francisco, California, Anchorage Digital has offices in New York, New York; Porto, Portugal; 
Singapore; and Sioux Falls, South Dakota. Learn more at anchorage.com, on Twitter Anchorage and on LinkedIn.

About Anchorage Digital

Custody, settlement, staking, and governance services are offered through Anchorage Digital Bank National Association (“Anchorage Digital Bankˮ). Digital asset trading services are provided by Anchorage Hold LLC (“Anchorage 
Holdˮ). Agency trading services are offered in New York by Anchorage Digital NY, LLC. BitLicense #0000041. A1 Ltd. is a principal trading business. Anchorage Services, LLC (“Anchorage Servicesˮ) is an NFA-registered introducing 
broker, NFA ID No. 0532710. Anchorage Digital Bank, Anchorage Hold, and Anchorage Services are not registered with the SEC or any state authority as a broker or dealer and are not authorized to engage in the business of the 
offer, sale, or trading of securities. Anchorage Digital services are offered to institutions and certain high net worth individuals in limited circumstances, and are not marketed to residents outside of the US. Certain trading services 
are designed and available only for institutions who meet eligibility requirements, including qualification as an Eligible Contract Participant ECP) under the rules of the U.S. Commodity Futures Trading Commission. For institutions 
participating in custody, staking, or governance with Anchorageʼs Singapore entity, those services are offered through Anchorage Digital Singapore Pte Ltd (“Anchorage Digital Singaporeˮ). Anchorage Digital does not provide legal, 
tax, or investment advice or private banking services. Holdings of cryptocurrencies and other digital assets are speculative and involve a substantial degree of risk, including the risk of complete loss. There can be no assurance 
that any cryptocurrency, token, coin, or other crypto asset will be viable, liquid, or solvent. No Anchorage Digital communication is intended to imply that any digital asset services are low-risk or risk-free. Digital assets held in 
custody are not guaranteed by Anchorage Digital and are not subject to the insurance protections of the Federal Deposit Insurance Corporation FDIC) or the Securities Investor Protection Corporation SIPC. 

Products and software are provided by Anchorage Innovations, LLC (“Anchorage Innovationsˮ). Anchorage Innovations is not a custodian, is not registered with the SEC or any other government authority as a broker or dealer and 
is not authorized to engage in the business of the offer, sale or trading of securities. Anchorage Innovations does not provide legal, tax, or investment advice. Holdings of cryptocurrencies and other crypto assets are speculative 
and involve a substantial degree of risk, including the risk of complete loss of monetary value. Anchorage Innovations does not own or control, and is not responsible for any blockchain protocols, and you are solely responsible for 
any transactions that you engage in with blockchain protocols, including but not limited to staking, governance, or any other on-chain activities.

©2025 Anchor Labs, Inc. All rights reserved. Refer to our Terms of Use and Privacy Policy for more information.

Ready to secure your agencyʼs digital assets? Get in touch: government@anchorage.com 

Key features for law enforcement agencies

� DOJ & FATF Compliant:  Aligned with US 
Department of Justice DOJʼs Asset Forfeiture 
Policy Manual and the Financial Action Task Force 
FATFʼs recommendations.

� Quorum requirements: One or more iOS device(s) 
as specified by the user

� Onchain interactions: Deposits, withdrawals, and 
any smart contract interactions across supported 
networks

� Transaction review: Device-level biometrics

� Reporting API compatible): Transactions

� Transaction risk analysis: Automated smart 
contract simulation and sanctions screening

� Custody model: Fully segregated on-chain 
wallets with no commingling of funds

� Onboarding timeline: Less than one business 
day

http://anchorage.com
https://twitter.com/Anchorage
https://www.linkedin.com/company/anchorage/
mailto:government@anchorage.com

